Security Advisory Report - OBSO-1407-03

OpenStage / OpenScape Desk Phone IP - Information Exposure Vulnerability in web-based management

Summary

The web-based management interface of OpenStage / OpenScape Desk Phone IP phones (SIP V3 before V3 R3.17.0 and HFA V3 before V3 R0.16.0) is vulnerable to information exposure that allows non-privileged users to view (but not modify) portions of admin controlled data.

The risk is rated as medium.

Vulnerability Details

The web-based management interface of OpenStage / OpenScape Desk Phone IP SIP in V3 is vulnerable to information exposure (according to the definition of Common Weakness Enumeration CWE-200). By using specially crafted URLs, the non-privileged user's logon/password is sufficient to view (but not modify) portions of administration data, that is restricted to the admin account only.

CVSS v2 Base Score: 4.0 (AV:N/AC:L/Au:S/C:P/I:N/A:N)

Customer installations where the web-based management interface is disabled on the phones are not affected by this vulnerability.

Affected Products

- OpenStage SIP V3 / OpenScape Desk Phone IP SIP V3
- OpenStage HFA V3 / OpenScape Desk Phone IP HFA V3

Recommended Actions

Install the following product releases (or later versions) to resolve the vulnerability:

- OpenStage SIP V3 / OpenScape Desk Phone IP SIP V3 R3.17.0 (release date: 2014-07-18)
- OpenStage HFA V3 / OpenScape Desk Phone HFA V3 R0.16.0 (release date: 2014-05-31)

Evaluate if the web-based management on the phones is not used and can therefore be disabled: this is a general security hardening recommendation and will also protect from potential exploitation of this particular vulnerability.
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