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Summary

A vulnerability in OpenScape UC Application Web Client was detected that allows an attacker to access the UC server's local data using specially
crafted URLs.

The update of this advisory on 2011-12-08 includes the availability of a hotfix for OpenScape UC Application V4.

Vulnerability Details

This vulnerability affects the OpenScape UC Application Web Client, as well as the web-embedded Desktop client.
It is assumed that this vulnerability can be exploited to take over full control of the UC Application Server.

The risk level is therefore considered as high. Customers are asked to apply the described countermeasures as soon as possible.

Installations, where neither the Web Client nor the web-embedded Desktop client is used, are not affected.

Affected Products

OpenScape UC Application V3 R1
OpenScape UC Application V3 R2
OpenScape UC Application V4

Recommended Actions

We recommend customers to apply the following hotfixes for OpenScape UC application server. When upgrading please take care about your specific
dependabilities with other products according to the compatibility matrix of the OpenScape solution:

V3 R1 is no longer sustained. Please upgrade to V3 R2.
V3 R2.7.13 (DVD7 Hotfix 13) or V3 R2.8.5 (DVD8 Hotfix 5)
V4 R5.1.0

Customers which have already applied V3 R2.7.11 (DVD7 Hotfix 11) are already protected against this vulnerability; the application of Hotfix 13
however adds a second line of defense and is therefore strongly recommended.

References

None.

Revision History

2011-08-23: Initial release
2011-12-08: A hotfix for V4 is now available as well

Advisory ID: OBSO-1108-02 (a=25), status: update release
Security Advisories are released as part of Unify's Vulnerability Intelligence Process. For more information see https://www.unify.com/security/advisories.
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The information provided in this document contains merely general descriptions or characteristics of performance which in case of actual use do not always apply as described or which may change as
a result of further development of the products. An obligation to provide the respective characteristics shall only exist if expressly agreed in the terms of contract. Availability and technical specifications
are subject to change without notice.
Unify, OpenScape, OpenStage and HiPath are registered trademarks of Unify Software and Solutions GmbH & Co. KG.

All other company, brand, product and service names are trademarks or registered trademarks of their respective holders.  

Powered by TCPDF (www.tcpdf.org)

 2 / 2

http://www.tcpdf.org

